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availability of space, this meeting is 
open to the public. Seating is limited 
and is on a first-come basis. 

Special Accommodations: Individuals 
requiring special accommodations to 
access the public meeting should 
contact Ms. Terri Saunders at 
Terri.a.saunders.civ@mail.mil at least 
five (5) business days prior to the 
meeting so that appropriate 
arrangements can be made. 

Procedures for Providing Public 
Comments: Pursuant to 41 CFR 102– 
3.105(j) and 102–3.140, and section 
10(a)(3) of the Federal Advisory 
Committee Act of 1972, the public or 
interested organizations may submit 
written comments to the Panel about its 
mission and topics pertaining to this 
public session. Written comments must 
be received by Ms. Terri Saunders at 
least five (5) business days prior to the 
meeting date so that they may be made 
available to the Panel for their 
consideration prior to the meeting. 
Written comments should be submitted 
via email to the address for Ms. Terri 
Saunders given in this notice in the 
following formats: Adobe Acrobat or 
Microsoft Word. Please note that since 
the Panel operates under the provisions 
of the Federal Advisory Committee Act, 
as amended, all written comments will 
be treated as public documents and will 
be made available for public inspection. 
If members of the public are interested 
in making an oral statement, a written 
statement must be submitted along with 
a request to provide an oral statement. 
Oral presentations by members of the 
public will be permitted between 12:45 
p.m. and 1:00 p.m. May 16, 2014 in 
front of the Panel. The number of oral 
presentations to be made will depend 
on the number of requests received from 
members of the public on a first-come 
basis. After reviewing the requests for 
oral presentation, the Chairperson and 
the Designated Federal Officer will, 
having determined the statement to be 
relevant to the Panel’s mission, allot five 
minutes to persons desiring to make an 
oral presentation. 

Committee’s Designated Federal 
Officer: The Board’s Designated Federal 
Officer is Ms. Maria Fried, Response 
Systems to Adult Sexual Assault Crimes 
Panel, 1600 Defense Pentagon, Room 
3B747, Washington, DC 20301–1600. 

Due to difficulties finalizing the 
meeting notice for the scheduled 
meeting of the Response Systems to 
Adult Sexual Assault Crimes Panel’s 
meeting agenda for May 16, 2014, the 
requirements of 41 CFR 102–3.150(a) 
were not met. Accordingly, the 
Advisory Committee Management 
Officer for the Department of Defense, 
pursuant to 41 CFR 102–3.150(b), 

waives the 15-calendar day notification 
requirement. 

Dated: April 30, 2014. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2014–10199 Filed 5–2–14; 8:45 am] 
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DoD. 
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Records. 

SUMMARY: The Office of the Inspector 
General proposes to add a new system 
of records, CIG–29, entitled ‘‘Privacy 
and Civil Liberties Complaint Reporting 
System’’ to its inventory of record 
systems subject to the Privacy Act of 
1974, as amended. The system will 
support the DoD Inspector General 
Privacy and Civil Liberties Programs 
and the requirement to report 
complaints to the Defense Privacy and 
Civil Liberties Office for reporting to 
Congress. 

DATES: Comments will be accepted on or 
before June 4, 2014. This proposed 
action will be effective the day 
following the end of the comment 
period unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

* Federal Rulemaking Portal: http://
www.regulations.gov. Follow the 
instructions for submitting comments. 

* Mail: Federal Docket Management 
System Office, 4800 Mark Center Drive, 
East Tower, 2nd Floor, Suite 02G09, 
Alexandria, VA 22350–3100. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: 
Mark Dorgan, DoD IG FOIA/Privacy 

Office, Department of Defense, Inspector 
General, 4800 Mark Center Drive, 
Alexandria, VA 22350–1500 or 
telephone: (703) 699–5680. 
SUPPLEMENTARY INFORMATION: The Office 
of the Inspector General systems of 
records notices subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in FOR FURTHER INFORMATION 
CONTACT or from the Defense Privacy 
and Civil Liberties Office Web site at 
http://dpclo.defense.gov/. 

Dated: April 30, 2014. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

CIG–29 

SYSTEM NAME: 
Privacy and Civil Liberties Complaint 

Reporting System. 

SYSTEM LOCATION: 
Office of Inspector General, 

Department of Defense, 4800 Mark 
Center Drive, Suite 17F18, Alexandria, 
VA 22350–1500. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals covered include any 
person that contacts the DoD IG FOIA/ 
PA Office to register a civil liberties or 
Privacy Act complaint. This includes 
DoD employees, contractors, members 
of the military, and citizens. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name, work and home telephone 

number, address, case number and date 
of initial contact. Copies of documents 
containing PII generated due to 
transmission, inquiry or allegation. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Section 803 of Public Law 110–53, 

Implementing Recommendations of the 
9/11 Commission Act of 2007; and DoD 
Instruction 1000.29, DoD Civil Liberties 
Program. 

PURPOSE(S): 
The system will support the DoD 

Inspector General Privacy and Civil 
Liberties Programs and the requirement 
to report complaints to the Defense 
Privacy and Civil Liberties Office for 
reporting to Congress. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, as 
amended, these records contained 
therein may specifically be disclosed 
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outside the DoD as a routine use 
pursuant to 5 U.S.C. 552a(b)(3) as 
follows: 

The DoD Blanket Routine Uses set 
forth at the beginning of the OIG’s 
compilation of systems of records 
notices may apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Electronic storage media. 

RETRIEVABILITY: 
Records will be retrieved by name, 

date of initial contact, subject keywords. 

SAFEGUARDS: 
Electronic records are maintained in 

secure system hardware with password 
protected access and will include data 
encryption of selected fields through 
Common Access Card. Records are 
accessible only to authorized persons 
with need-to-know who are properly 
screened, cleared and trained. Physical 
access will be restricted by the use of 
cipher locks, guards and is accessible 
only to authorized personnel. Records 
are maintained in a controlled facility. 

RETENTION AND DISPOSAL: 
Disposition pending (until the 

National Archives and Records 
Administration approves the retention 
and disposition of these records, treat as 
permanent). 

SYSTEM MANAGER(S) AND ADDRESS: 
Chief, FOIA/Privacy Office, DoD 

Office of Inspector General, Department 
of Defense, 4800 Mark Center Drive, 
Suite 17F18, Alexandria, VA 22350– 
1500. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system should 
address written inquiries to the Chief, 
Freedom of Information Act Requester 
Service Center/Privacy Act Office, 
Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General, 
DoD, 4800 Mark Center Drive, Suite 
17F18, Alexandria, VA 22350–1500. 

For verification purposes, individuals 
shall provide their full name, address, 
any details which may assist in locating 
records of the individual and their 
signature. 

In addition, the requester must 
provide a notarized statement or a 
signed declaration made in accordance 
with 28 U.S.C. 1746, in the following 
format: 

If executed outside the United States: 
‘I declare under penalty of perjury 

under the laws of the United States of 

America that the foregoing is true and 
correct. Executed on (date).’ (Signature). 

If executed within the United States, 
its territories, possessions, or 
commonwealths: ‘I declare under 
penalty of perjury that the foregoing is 
true and correct. Executed on (date).’ 
(Signature). 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the Chief, Freedom of 
Information Act Requester Service 
Center/Privacy Act Office, Assistant 
Inspector General for Communications 
and Congressional Liaison, Office of the 
Inspector General, DoD, 4800 Mark 
Center Drive, Suite 17F18, Alexandria, 
VA 22350–1500. 

For verification purposes, individuals 
shall provide their full name, address, 
any details which may assist in locating 
records of the individual and their 
signature. 

In addition, the requester must 
provide a notarized statement or a 
signed declaration made in accordance 
with 28 U.S.C. 1746, in the following 
format: 

If executed outside the United States: 
‘I declare under penalty of perjury 

under the laws of the United States of 
America that the foregoing is true and 
correct. Executed on (date).’ (Signature). 

If executed within the United States, 
its territories, possessions, or 
commonwealths: ‘I declare under 
penalty of perjury that the foregoing is 
true and correct. Executed on (date).’ 
(Signature). 

CONTESTING RECORD PROCEDURES: 

The OIG’s rules for accessing records 
and for contesting contents and 
appealing initial agency determinations 
are published in 32 CFR part 312 or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 

Individuals registering complaints 
and employees whose duties include 
privacy and civil liberties functions. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

Parts of this system may be exempt 
pursuant to 5 U.S.C. 552a(j)(2) if the 
information is compiled and maintained 
by a component of the agency that 
performs as its principle function any 
activity pertaining to the enforcement of 
criminal laws. 

Investigatory material compiled for 
law enforcement purposes may be 
exempt pursuant to 5 U.S.C. 552a(k)(2). 
However, if an individual is denied any 
right, privilege, or benefit for which he 
would otherwise be entitled by Federal 

law or for which he would otherwise be 
eligible, as a result of the maintenance 
of such information, the individual will 
be provided access to such information 
except to the extent that disclosure 
would reveal the identity of a 
confidential source. 

Investigatory material compiled solely 
for the purpose of determining 
suitability, eligibility, or qualifications 
for federal civilian employment, 
military service, federal contracts, or 
access to classified information may be 
exempt pursuant to 5 U.S.C. 552a(k)(5), 
but only to the extent that such material 
would reveal the identity of a 
confidential source. 

Records contained in this System of 
Records may be exempted from the 
requirements of subsections (c)(3); 
(d)(1), (2), (3) and (4); (e)(1) and 
(e)(4)(G), (H) and (I); and (f) of the 
Privacy Act pursuant to 5 U.S.C. 552a. 
Records may be exempted from these 
subsections or, additionally, from the 
requirements of subsections (c)(4); 
(e)(2), (3) and (8) of the Privacy Act of 
1974 consistent with any exemptions 
claimed under 5 U.S.C. 552a(j)(2), (k)(2) 
or (k)(5) by the originator of the record, 
provided the reason for the exemption 
remains valid and necessary. 

An exemption rule for this system has 
been promulgated in accordance with 
requirements of 5 U.S.C. 553(b)(1), (2), 
and (3), (c) and (e) and published in 32 
CFR part 312. For additional 
information contact the system manager. 
[FR Doc. 2014–10192 Filed 5–2–14; 8:45 am] 
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Department of the Air Force 

Record of Decision for the KC–46A 
Formal Training Unit (FTU) and First 
Main Operating Base (MOB 1) 
Beddown Final Environmental Impact 
Statement 

ACTION: Notice of Availability (NOA) of 
a Record of Decision (ROD). 

SUMMARY: On April 22, 2014, the United 
States Air Force signed the ROD for the 
KC–46A Formal Training Unit (FTU) 
and First Main Operating Base (MOB 1) 
Final Environmental Impact Statement 
(FEIS). The ROD states the Air Force 
decision to implement the Preffered 
Alternative to beddown eight (8) KC– 
46A Primary aircraft authorized (PAA) 
with associated construction at Altus 
Air Force Base (AFB) for the FTU and 
beddown thirtysix (36) KC–46A PAA 
with associated construction at 
McConnell AFB for MOB–1. 
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